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# MỞ ĐẦU

## Lý do chọn đề tài

Tổ chức National Institute of Standards and Technology (NIST) đã tổ chức thực hiện quy trình chuẩn hoá mã hoá sau lượng tử (Post-Quantumn Cryptography hay PQC) hay mã hoá lượng tử từ 2016 [1]. Đây là dạng mã hóa mới nhằm thay thế các dạng mã hóa bất đối xứng hiện tại.

NIST mô tả lý do thực hiện chuẩn hoá của họ là để tìm ra một loại mã hoá mới an toàn trước sự phát triển tương lai của máy tính lượng tử. Điều này dựa trên các nghiên cứu gần đây cho thấy mã hoá bất đối xứng hiện đại (ECDSA, RSA, …) đang được sử dụng sẽ không còn an toàn trước máy tính lượng tử. Các thông tin đang được mã hoá sẽ không còn bí mật trong tương lai gần. Nhu cầu phát triển chuẩn mã hoá để sử dụng cho thời kỳ hậu lượng tử hoá là rất cấp thiết.

Cho đến vòng 3 của quy trình chuẩn hoá mã hoá lượng tử, có 5 ứng cử viên được lựa chọn cho vòng tiếp theo. Trong đó bao gồm 4 ứng cử viên thuộc dòng mã hoá lưới (lattice-based) và 1 ứng cử viên thuộc dòng mã hoá code-based. Dòng mã hoá lattice-based đang chứng tỏ mình là một trong những dòng mã hoá của tương lai với khả năng bảo mật trước máy tính lượng tử và hiệu quả tính toán rất khả thi.

Trong 4 ứng cử viên mã hoá lattice-based, CRYSTALS-Kyber hay Kyber là ứng cử viên đầu tiên và được đánh giá rất triển vọng để được chuẩn hoá trong tương lai [2]. Kyber đòi hỏi nỗ lực tính toán nghiêm túc, chủ yếu là phép nhân các đa thức trên một vành đa thức có kích thước không đổi. Dạng mã hoá trên mạng mô-đun (module lattice) này mang lại sự cân bằng tốt giữa hiệu quả và bảo mật. Tuy nhiên, quá trình tạo, mã hóa và giải mã khóa có thể chiếm một tỷ lệ lớn trong khả năng tính toán và chu kỳ đồng hồ của bộ vi xử lý. Kyber sử dụng một kỹ thuật hỗ trợ tốc độ phép tinh nhân có tên là Number-Theoretic Transform (NTT) và chọn các tham số để hỗ trợ kỹ thuật này. Để triển khai Kyber một cách hiệu quả, việc tối ưu hóa NTT và NTT nghịch đảo (INTT) là rất quan trọng.

Nhiều nhà nghiên cứu triển khai mã hoá lattice-based trên phần mềm để chứng minh khái niệm cho nghiên cứu của họ và cũng một phần thể hiện tốc độ tính toán của giải thuật được nghiên cứu. Tuy vậy, khi có một dòng mã hoá được chuẩn hoá, các ứng dụng thực tế thường được tối ưu khi triển khai diện rộng bằng phần cứng. Tiêu biểu có thể kể đến AES-NI [3], RSA/ECC co-processor [4],… Nhiều nghiên cứu về mã hóa lượng tử gần đây cũng được thực hiện trên ASIC, FPGA dưới dạng độc lập hoặc làm bộ xử lý phụ cho các CPU RISC V, ARM, x86,… Trong đó, các chip FPGA là nền tảng tốt để phát triển các nghiên cứu lý thuyết và đánh giá sức mạnh giải thuật.

Để thiết kế phần cứng trên FPGA, ngôn ngữ mô tả phần cứng được sử dụng rất phổ biến. Đây là phương pháp thiết kế mạch kỹ thuật số chính xác, giúp người thiết kế có được phần lớn quyền quyết định các kết quả thiết kế với công cụ từ các nhà phát triển FPGA như Intel hay Xillinx.

Trên đây là tổng quan về các lý do để học viên thực hiện đề tài nghiên cứu thiết kế phần cứng xử lý NTT và INTT trên nền tảng FPGA, bằng ngôn ngữ Verilog, cho mã hóa lượng tử CRYSTALS-Kyber.

## Mục đích

Mục đích nghiên cứu là xây dựng phần cứng xử lý NTT và INTT trên nền tảng FPGA, bằng ngôn ngữ Verilog, cho mã hóa lượng tử CRYSTALS-Kyber. Qua đó, đánh giá và bàn luận các kết quả cũng như bàn luận về các hướng nghiên cứu chuyên sâu để ứng dụng mã hóa lượng tử trên phần cứng.

## Đối tượng và phạm vi nghiên cứu

## Đối tượng nghiên cứu

Đối tượng nghiên cứu của luận văn là thuật toán NTT và INTT với các thông số phù hợp với mã hóa lượng tử CRYSTALS-Kyber, sử dụng ngôn ngữ mô tả phần cứng Verilog và đánh giá trên nền tảng FPGA.

## Phạm vi nghiên cứu

Phạm vi nghiên cứu của luận văn là thuật toán NTT và INTT với các thông số phù hợp với mã hóa lượng tử CRYSTALS-Kyber, tập trung chủ yếu vào việc tối ưu cách áp dụng NTT và INTT trên phần cứng qua ngôn ngữ mô tả phần cứng.

## Ý nghĩa khoa học và thực tiễn của đề tài nghiên cứu

## Ý nghĩa khoa học

Đề tài đóng góp về ý nghĩa khoa học trong việc nghiên cứu cách ứng dụng hiệu quả của dạng mã hóa lượng tử lattice-based, vốn đang còn rất mới và vẫn đang được chuẩn hóa.

## Ý nghĩa thực tiễn

Đề tài đóng góp về ý nghĩa thực tiễn trong quá trình chuẩn hóa mã hóa lượng tử để bảo mật thông tin kỹ thuật số trong tương lai. Ngoài ra, đề tài còn giúp đánh giá mức độ khả thi trong việc ứng dụng của mã hóa CRYSTALS-Kyber trên các thiết bị điện tử sau này. Ứng dụng này có thể dưới dạng tích hợp như một phần của vi xử lý chính của các thiết bị đó hoặc dưới dạng một dạng vi xử lý phụ độc lập.

# TỔNG QUAN

# Tình hình nghiên cứu trong và ngoài nước

# Tình hình nghiên cứu ngoài nước

Trong các nghiên cứu trước đây, một trong những triển khai phần cứng hoàn toàn sớm nhất của mã hóa lượng tử [5] là dành cho một dạng mã hóa lượng tử lattice-based có tên Round5. Nghiên cứu này bao gồm thiết kế phần cứng của hàm băm SHA-3 Keccak, AES-GCM và thuật toán Round5. Sự đơn giản từ lợi thế của mô-đun Round5 được sử dụng hiệu quả trên phần cứng, cho thấy tương lai của việc ứng dụng mã hóa lượng tử trên phần cứng. Một phần để tiếp nối việc xử lý mã hóa trên phần cứng như trước đây với mã hóa hiện đại, một phần để giảm tải yêu cầu về tài nguyên xử lý cho các vi xử lý tác vụ chính.

Nghiên cứu [6] trình bày một thiết kế phần cứng đầy đủ tương tự của CRYSTALS-Kyber, giúp tăng tốc hiệu suất 129 lần so với việc triển khai bộ xử lý Cortex-M4 [7]. Trong [8], Jati và cộng sự trình bày thiết kế chống tấn công kênh ngoại (side-channel attack) đầu tiên của CRYSTALS-Kyber trên phần cứng với hiệu suất ấn tượng.

Zhao và cộng sự [9] phân tích mã phần mềm để tối ưu hóa thiết kế của chúng, mang lại kết quả tích cực. Các cách triển khai khác của Kyber khác nhau, từ bộ xử lý lai giữa phần cứng và phần mềm [10] [11] [12] đến phần cứng thuần túy [7] [8] [13] [14]. Các nghiên cứu gần đây về triển khai phần cứng CRYSTALS-Kyber hầu hết tối ưu hóa quá trình xử lý giải thuật NTT và INTT, do các phần còn lại của Kyber đều dựa trên mã hóa hiện đại thuần túy có thể tái sử dụng từ các nghiên cứu trước.

Trong các nghiên cứu đó, nhiều hướng tối ưu khác nhau được trình bày. Nghiên cứu [15] trình bày một kỹ thuật tính số dư modulo mới được gọi là K2-RED cho cấu trúc NTT của họ, giúp cải thiện hiệu suất đáng kể so với cách tính số dư bằng kỹ thuật Barret hay Montgomery. Một kỹ thuật tính số dư modulo khác được sử dụng trong [16], [17] được sửa đổi với các hằng số được tính toán trước.

Zhang và cộng sự [18] trình bày sơ đồ truy cập bộ nhớ kiểu ping-pong để truy cập RAM hiệu quả. Đây cũng là một hướng tối ưu ứng dụng phần cứng của mã hóa lượng tử, giải tắc nghẽn ở phần truy cập bộ nhớ. Bên cạnh đó, Poppelmann và cộng sự [19] giới thiệu cấu trúc chủ-tớ cho nhiều bộ nhân đa thức kết hợp xử lý tính toán cho các phần cần sức mạnh xử lý tính toán lớn.

# Tình hình nghiên cứu trong nước

Nghiên cứu về mã hóa lượng tử trong nước chưa có nhiều trong thời gian này. Tuy vậy, các nghiên cứu về phần cứng ứng dụng trên công nghệ FPGA và các nghiên cứu về thuật toán Fast Fourier Tranform đã phát triển từ nhiều năm trở lại đây.

Nghiên cứu [20] thiết kế hệ thống tính toán Fast Fourier Transform (FFT) 2048 điểm xây dựng trên nền tảng FPGA. Nghiên cứu phù hợp để tham khảo về FFT và cách thực hiện phép nhân hiệu quả trên FPGA. Nghiên cứu [21] cũng sử dụng bộ nhân CORDIC tương tự [20] để tính toán FFT, cấu trúc bộ nhân sử dụng thanh ghi dịch (bộ nhân xoay góc thích nghi) cũng là một hướng tối ưu để tham khảo. Nghiên cứu [22] thể hiện một ứng dụng thực tiễn của việc sử dụng biến đổi Fourier nhanh (FFT). Biến đổi Fourier là một giải thuật quan trọng sử dụng trong nhiều mặt của đời sống, trong xử lý tín hiệu, hình ảnh, … và giờ đây được ứng dụng trong mã hóa lượng tử.

# Nhiệm vụ đề tài

Nhiệm vụ đề tài bao gồm các mục được sau đây, nhằm để thực hiện mục đích đề tài đã đề ra, kết quả cần đạt và giới hạn đề tài. Qua đó trình bày các kết quả nghiên cứu đã được thực hiện.

Nội dung 1: Tìm hiểu lý thuyết mã hóa bất đối xứng, mã hóa lượng tử, NTT, các thành phần toán học cần thiết để thiết kế phần cứng.

Nội dung 2: Xây dựng thiết kế phần cứng xử lý NTT và INTT cho mã hóa lượng tử CRYSTALS-Kyber, tổng hợp thiết kế và mô phỏng kiểm tra.

Nội dung 3: Đánh giá, bàn luận về thiết kế. So sánh kết quả đạt được với các nghiên cứu trước.

Nội dung 4: Bàn luận về hướng phát triển tương lai và kết luận cho nghiên cứu.

Trong đó, phần tiếp theo của luận văn sẽ thể hiện nội dung 1. Phần 4 của luận văn trình bày các phần được nêu trong nội dung 2. Ở phần 4 của luận văn, học viên trình bày nội dung 3. Học viên thực hiện kết luận và bàn luận hướng phát triển theo nội dung 4 ở phần 5 của luận văn. Phần 6 là danh mục các công trình nghiên cứu của học viên. Phần 7 là danh mục tài liệu tham khảo. Phần 8 là phụ lục, gồm các ghi chú về từ ngữ sử dụng trong luận văn và các thông tin thêm.

# NHỮNG NGHIÊN CỨU LÝ THUYẾT

Trong phần này, học viên trình bày các nghiên cứu lý thuyết có liên quan đến đề tài. Qua đó lựa chọn các nền tảng lý thuyết cần để xây dựng phần cứng. Các nghiên cứu lý thuyết đi từ mã hóa bất đối xứng, mã hóa lượng tử CRYSTALS-Kyber, Number Theoretic Transform (NTT) đến các giải thuật chuyên sâu để tối ưu trên phần cứng tốt hơn.

# Lý thuyết về mã hóa bất đối xứng

Mã hóa bất đối xứng là dạng mã hóa gồm 2 chìa khóa mã: chìa khóa công khai mà chìa khóa bí mật. Chìa khóa bí mật có thể dùng để mã hóa một văn bản mà chỉ chìa khóa công khai mới xác nhận và giải mã được hoặc một cơ chế tương tự ngược lại. Mã hóa bất đối xứng thường dựa trên một vấn đề toán học phức tạp chỉ có thể giải được một chiều. Có thể lấy ví dụ từ mã hóa RSA dựa trên độ phức tạp của việc phân tích kết quả mã hóa công khai (vốn là một hằng số mũ với chìa khóa bí mật) ra các thừa số

# Lý thuyết về CRYSTALS-Kyber

Lý thuyết về CRYSTALS-Kyber chủ yếu được trình bày bởi tác giả Bos và cộng sự tại [2] và tại trang web của CRYSTALS-Kyber cho những phiên bản mới nhất. Bởi vì CRYSTALS-Kyber là kiểu mã hóa lượng tử chưa chuẩn hóa và vẫn đang cập nhật liên tục. Phiên bản CRYSTALS-Kyber được lựa chọn trong nghiên cứu là phiên bản 3 [2].

CRYSTALS-Kyber là mô hình mật mã dựa trên bài toán Module Learning With Errors (MLWE [23]). Chi tiết về Kyber có thể được tìm thấy trong thông số kỹ thuật cập nhật của nó [24]. Kyber có hai phần: mã hóa công khai chống được phương pháp tấn công chọn văn bản hoặc CPAPKE, cơ chế đóng gói khóa bảo mật hoặc CCAKEM. CPAPKE được bao gồm trong CCAKEM như một bước bắt buộc để tạo mã khóa và mã hóa cũng như giải mã.

Cơ chế của CRYSTALS-Kyber được thể hiện tại hình 3-1

Trong khi CPAPKE có ba thủ tục khác nhau (tạo khóa, mã hóa và giải mã), cả ba bước đều yêu cầu một bước nhân đa thức lớn có độ phức tạp .

Một cách rất hiệu quả để xử lý các phép nhân đa thức là Biến đổi lý thuyết số (NTT). Vì lý do đó, NTT được bao gồm trong định nghĩa của Kyber, và các thông số của các phiên bản Kyber được tinh chỉnh để được tính toán hiệu quả với NTT. Bảng 1 thể hiện thông số của từng phiên bản Kyber.

# Lý thuyết về Number Theoretic Transform (NTT)

# Lý thuyết về phép toán rút gọn modulo Exact-KRED

# Lý thuyết về bộ nhớ BRAM M10K trên FPGA Cyclone V

# Xử lý tính toán lý thuyết trên phần mềm máy tính

# TRÌNH BÀY, ĐÁNH GIÁ VÀ BÀN LUẬN KẾT QUẢ

# Thiết kế phần cứng xử lý NTT và INTT cho CRYSTALS-Kyber

# Kết quả tổng hợp và mô phỏng

# Đánh giá, bàn luận và so sánh kết quả

# KẾT LUẬN VÀ KIẾN NGHỊ NHỮNG NGHIÊN CỨU TIẾP THEO

# Các hướng tối ưu thiết kế phần cứng xử lý NTT và INTT

# Thiết kế phần cứng xử lý CRYSTALS-Kyber

# Thiết kế lõi phần cứng xử lý bảo mật chung cho hệ thống

# DANH MỤC CÔNG TRÌNH CÔNG BỐ CỦA TÁC GIẢ

TCAM, NTT
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# PHỤ LỤC

# Các phần tối ưu cần lưu ý ở phần mềm Quartus

# Sơ đồ thiết kế chính theo Quartus

# Các phần thiết kế chính trên Verilog

# Các công thức Excel chính đã sử dụng

# Các định nghĩa được sử dụng